
C
A

SE
 S

TU
D

Y

CUSTOMER
City of Santa Maria

VERTICAL
Smart Cities

LOCATION
Central California

CUSTOMER SIZE
Over 24 square miles within  
Santa Barbara County

CHALLENGE
Improve the efficiency, reach and 
reliability of wireless connectivity for 
residents and staff while speeding the 
employment of network-dependent 
smart city systems.

“We view private wireless an ideal 
foundation for delivering a new age of 

vital city services that simply hasn’t been 
feasible with Wi-Fi technology or public 

LTE cellular services.”
Jeffrey Marecic

Chief Information Officer

Celona 5G LAN helps 
City of Santa Maria 
better connect everyone, 
everything, everywhere 
all the time.



BUSINESS REQUIREMENTS
• Extend Wi-Fi Hotspots to more locations throughout 

the city

• Provide stronger and more ubiquitous wireless 
coverage to mobile city staff

• Reduce capital and operational costs associated 
with running a citywide wireless network

• Improve service level control for discrete devices 
and network-dependent systems

• Speed the introduction of new IoT and smart city 
use cases

• Increase the reliability of wireless connectivity to 
vital city services

SOLUTION
• Celona outdoor 4G access points operating in the 

3.55 to 3.7 GHz spectrum

• Celona edge O/S for intelligent traffic 
management, routing and security

• Celona cloud-based orchestration system for 
administration and management

• Mobile third-party CBRS-to-Wi-Fi gateways 

OUTCOME
• Faster ROI and time to value for new smart city 

systems

• Reduced need and associated costs for additional 
Wi-Fi or public carrier LTE services

• Fast, flexible extension of wireless broadband 
connectivity without additional fiber runs

• Extended wireless broadband connectivity while 
reducing capital and operational cost

• Deterministic wireless connectivity for IoT, public 
safety and video surveillance use cases

Covering over 24 square miles of California’s central 
coast region, The City of Santa Maria was taking 
meaningful steps to introduce new technologies and 
systems to improve city operations, provide pervasive 
broad wireless access to the community, and speed the 
delivery of vital city services. 

From high-resolution video cameras, IoT sensors that 
gather a myriad of telemetry data, connected public 
safety vehicles and mobile kiosks where residents can 
file applications or pay bills, everything had one thing 
in common: the need for reliable wireless connectivity 
everywhere.   

“When it comes to smart city digital transformation, 
deterministic wireless connectivity is no longer a nice to 
have,” said Jeff Marecic, Chief Information officer at the 
City of Santa Maria.  

We saw private wireless 
as an ideal infrastructure 

foundation that would allow us 
to better build upon the wireless 
services we’d already deployed 

while speeding the introduction of 
new network-dependent systems 
that improve our ability to deliver 

vital city services.”



Wireless challenges facing the City of Santa 
Maria
Whether it’s a police car, a garbage truck, IOT sensors, 
water meter readers or park rangers, everyone and 
everything requires dependable network connectivity. 
The highly mobile Santa Maria staff depend on 
predictable connectivity to essential information 
systems to upload information, file reports and access 
critical city data from virtually any location.  This means 
fire stations, police stations, public works facilities, 
libraries, community centers, and outdoor spaces 
where new IoT systems and sensors live – all required 
pervasive connections.  

The task was tall.

What’s more, the city wanted to extend wireless 
broadband access to residents using Wi-Fi as the 
primary means of access. This meant finding a way 
to build out Wi-Fi hot spots quickly and provide the 
necessary power to connect them across the entire city. 

Initially, Santa Maria looked at blanketing the city 
with Wi-Fi, using some of its 7,000 light poles to attach 
Wi-Fi access points. But due to range and reliability 
limitations of the technology, citywide Wi-Fi was quickly 
determined to be cost and labor prohibitive - it would 
require thousands of access points and extensive 
management to make it all work. And in hard-to-reach 
areas like parks, parking lots and remote communities, 
power and broadband connectivity for the hotspots 
wasn’t always possible or feasible.

Other alternatives were also considered, such as 
public LTE services - already used by the city for some 
of its mobile operations. According to the city, public 
cellular carrier services, while useful in some areas, 
are often hampered by dead spots and unpredictable 
performance concerns. And using a public carrier 
service relinquished network control, service quality 
and agility to a third party. 

Enter Private Wireless
Unlike conventional enterprise Wi-Fi or public cellular 
services, private wireless emerged as an innovative 
solution able to complement Santa Maria’s existing 
network technology and lay the foundation for its smart 
city initiative.  

“We found that private wireless, using the unlicensed 
3.55 to 3.7 GHz spectrum, could address many of the 
current connectivity issues we faced in our digital 
transformation efforts,” said Marecic. “It provided us 
a much cleaner spectrum, broader coverage, more 
reliable connectivity and the flexibility to quickly change 
things with a network under our complete control.”

Santa Maria turned to SmartWave Technologies, 
its trusted network solutions provider. To deploy a 
turnkey Celona 5G LAN solution. The Celona 5G LAN 
system uniquely combines 4G indoor and outdoor 
radio access points, 4G/5G edge software and cloud-
based orchestration in a wireless LAN-like deployment 
model that seamlessly overlays the city’s L2/L3 network 
infrastructure and IP service already in place.



A handful of Celona 4G radios installed on existing city 
towers could provide 5 to 10 times the outdoor wireless 
coverage with a fraction of the access points required 
compared to conventional Wi-Fi.  Moreover, with 
Celona’s 5G LAN, Santa maria was now able to define 
and automatically enforce strict quality of service (QoS) 
levels for individual applications and device groups – 
securely segmenting traffic from the RAN across the 
entire wired infrastructure.  

For complete control and visibility, Celona’s cloud-based 
orchestration platform enables Santa Maria IT staff to 
optimize the entire private wireless infrastructure from 
end to end. This includes the management of mobile 
devices and SIM authentication, configuration and 
administration of network elements as well as defining 
and enforcing QoS requirements for discrete traffic 
flows and devices.

Our private wireless network 
doesn’t eliminate the need for 

Wi-Fi but rather accelerated our 
ability to deploy it faster and in 

more places” said Marecic. 
Third-party CBRS-to-Wi-Fi mobile routers are being 
used within city vehicles, at parks and in libraries 
and facilities around the city to deliver higher quality 
broadband access for almost any use case we can 
imagine.

Santa Maria also plans to use the same Celona-
powered 5G LAN infrastructure to provide secure 
network access to city staffers using tablets and other 
smart devices, such as 4G/5G video cameras that 
support native CBRS cellular connectivity. 

“With Celona’s products and technology, we now have a 
reliable and pervasive wireless foundation in place that 
accelerates our ability to speed new smart city services 
to everyone, everywhere,” Marecic concluded.
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